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I. INTRODUCTION  

You are a police officer working the night shift in a major U.S. city. In the dark hours of the early morning, you come across a group of young males in a part of the city known for criminal activity. When they see your patrol car, the young men stop what they are doing and look away quickly. All of your training, as well as the instincts that you have developed over years patrolling these same streets, tells you to stop and at least attempt to start a conversation with the group to determine whether criminal activity is afoot and perhaps prevent it. There is, however, a nagging thought in the back of your head. Isn’t it possible – or perhaps likely – that someone in the group or nearby will have a video device and record the encounter? What if the crowd attempts to provoke a confrontation and then records it? What if the recording is posted to the Internet or sent to the media? Should such thoughts temper your judgment in this situation? Would they make you hesitate to get out of the car? Would it make a difference to you if you knew that you were wearing a body camera – one that you controlled, that would record your view of the situation, with images that could not be disposed of or edited after the fact by someone intending to deprive viewers of necessary context?  

This Article explores the questions raised by this scenario, focusing on police-worn body cameras, the role these cameras may play in officer-citizen encounters, and the resolution of legal disputes that arise from such encounters. Part II discusses what role, if any, citizen-recorded videos and the effect
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they have on society play in the prevalence of crime – what has sometimes been called the “Ferguson effect.” Part III explores the role police-worn body cameras could play in counteracting any such effect, addressing arguments in favor of body cameras and exploring their potential to encourage positive police and citizen behavior. Part IV then considers potential concerns about the use of body cameras, exploring arguments against their use and their potential to hinder police behavior. Finally, Part V offers conclusions and recommendations on the issue of police-worn body cameras.

II. THE “FERGUSON EFFECT”

Police officer Darren Wilson shot and killed Michael Brown on August 9, 2014, in Ferguson, Missouri. Although an investigation by the U.S. Department of Justice (“DOJ”) later cleared Officer Wilson of federal wrongdoing in the shooting,’ a parallel investigation by the Civil Rights Division of the DOJ concluded that the City of Ferguson’s law enforcement practices revealed a “pattern or practice of unlawful conduct.” Regardless, widespread rioting and looting occurred in Ferguson in the aftermath of the Brown shooting and again after a state grand jury’s decision not to indict Officer Wilson.

In November 2014, three months after the shooting, St. Louis Police Chief Sam Dotson was interviewed regarding preparations for the upcoming announcement of the grand jury’s decision. During the interview, Chief Dotson was apparently the first to use the phrase “Ferguson effect,” noting that “[i]t’s the Ferguson effect. . . . I see it not only on the law enforcement side, but the criminal element is feeling empowered by the environment.”


2. Id. at 5 (“[T]he Department has concluded that Darren Wilson’s actions do not constitute prosecutable violations under the applicable federal criminal civil rights statute, 18 U.S.C. § 242, which prohibits uses of deadly force that are ‘objectively unreasonable[ ] . . . .’”).


Dotson did not clarify what he meant by “the environment.” The comment, however, occurred during a discussion of a rise in assaults and robberies since the shooting, coupled with a drop in arrests, due at least in part to the fact that officers had been pulled away from their normal duties for specialized training in civil unrest.

The phrase “Ferguson effect” has subsequently evolved to have two distinct meanings. One meaning — apparently the dominant one — is the “de-policing” interpretation. Under this view, the “Ferguson effect” occurs when “highly publicized incidents of police use of deadly force against minority citizens, including but not limited to the Ferguson incident, cause[] police officers to disengage from their duties, particularly proactive tactics that prevent crime.” The second meaning, however, shifts the focus from police inaction to “chronic discontent” in the African-American community. This explanation postulates that the effect occurs when longstanding grievances with policing in African-American communities are activated by controversial incidents. When such incidents involve the use of force by police, they cause this chronic discontent to explode into violence.

The next significant use of the phrase occurred in May 2015, when columnist Heather Mac Donald used it in a Wall Street Journal op-ed entitled The New Nationwide Crime Wave. Mac Donald clearly adopted a “de-policing” interpretation of the term, reporting that when Chief Dotson used the phrase to describe the criminal element’s empowerment, it was the result of cops “disengaging from discretionary enforcement activity.” Mac Donald noted that the first half of 2014, prior to the Ferguson incident, had continued a twenty-year pattern of declining crime. After the Ferguson incident, however, the trend appeared to be reversing due to a demonization of law enforcement that was causing police to abandon the type of proactive policing that had been their most powerful weapon in reducing crime. Mac Donald ended on this ominous note: “[U]nless the demonization of law en-


7. Id.
8. Rosenfeld, supra note 5, at 2.
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10. Id. at 18.
11. Id. at 2.
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14. See generally Mac Donald, supra note 13.
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17. Id.
forcement ends, the liberating gains in urban safety over the past 20 years will be lost.”

The first evidence that Mac Donald’s dire predictions might be coming true on a national scale came in September 2015. A front-page article in the New York Times entitled Murder Rates Rising Sharply in Many U.S. Cities began: “Cities across the nation are seeing a startling rise in murders after years of declines . . . .” The article noted that more than thirty cities had reported increases in violence from the preceding year. Although mentioning the phrase “Ferguson effect,” the article did not attempt to tie the rise to any one cause, merely noting that “[s]ome officials say intense national scrutiny of the use of force by the police has made officers less aggressive and emboldened criminals, though many experts dispute that theory.”

Not long after the Times story appeared, U.S. Attorney General Loretta Lynch called a meeting of big city mayors and police chiefs in Washington, D.C. to discuss the issue. It was at this meeting that FBI Director James Comey first publicly speculated that the rise in crime might be due to a reduction in police activity. Director Comey expounded on this theory several days later in a speech at the University of Chicago Law School by attributing the rise to a “chill wind that has blown through American law enforcement over the last year.” Although acknowledging that his view was anecdotal and lacked data, Director Comey observed that lives are saved by “actual, honest-to-goodness, up-close ‘What are you guys doing on this corner at 1 o’clock in the morning’ policing” and that there will be consequences if this type of policing “drift[s] away from us in the age of viral videos.”

Director Comey continued his assertion that de-policing was behind the rise in crime into 2016. In May of that year, after a private briefing on rising crime rates for the first quarter of the year, Director Comey observed that “a whole lot more people are dying this year than last year, and last year than the
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year before and I don’t know why for sure.”

Although rejecting the term “Ferguson effect,” Director Comey said that he is continuing to hear that many police are pulling back from aggressive confrontations with the public due to viral videos and that this phenomenon could be an important factor in the rising crime rates.

Not everyone agreed with the FBI Director. President Obama countered Director Comey’s speech, saying he saw no evidence that police officers were policing less aggressively, and Director Comey was cherry picking the data. In response to Director Comey’s later comments, White House Press Secretary Josh Earnest said, “[T]here’s not evidence at this point to link that surge in violent crime to the so-called viral video effect, or the Ferguson effect.”

The Brennan Center for Justice at NYU Law School took exception to both aspects of Director Comey’s argument. First, in its analysis of the 2015 crime numbers, the Center took exception to the assertion that crime was rising. Noting that “[t]here is no evidence of a deviation from the historically low levels of violence the country has been experiencing,” the report’s authors concluded that “murder rates vary widely from year to year, and there is little evidence of a national coming wave in violent crime.” Moreover, to the extent that homicides had increased nationally, the report’s authors observed that more than half the increase occurred in three cities: Baltimore, Chicago, and Washington, D.C. All three cities had falling populations, higher poverty rates, and higher unemployment than the national average, which the authors opined could contribute to the increase in homicides.

Richard Rosenfeld, a professor at the University of Missouri at St. Louis, was an early critic of the idea that the “Ferguson effect” exists. His belief was grounded in his research conducted on crime in the St. Louis area.
Because homicides began rising in St. Louis prior to the Michael Brown killing, Rosenfeld noted, “[O]ther factors may be in play.”35

Rosenfeld decided, however, to expand his research from just St. Louis to a national study. Funded by a grant from the DOJ’s National Institute of Justice, Professor Rosenfeld studied nationwide data in an attempt to answer two questions: (1) did homicide rates increase nationally, and, if so, how significant and widespread was the increase; and (2) was the rise caused by hesitancy on the part of police to do their jobs?36

To answer the first question, Professor Rosenfeld looked at crime statistics provided by the police departments of fifty-six large U.S. cities.37 Based on this data, he found that the homicide rate in these fifty-six cities rose collectively by 16.8% over the previous year—a rise that Rosenfeld found to be “real” and “comparatively large.”38 Rosenfeld found these results worrisome, noting that “these aren’t flukes or blips, this is a real increase.”39 Professor Rosenfeld responded to the Brennan Center’s interpretation of the 2015 data by stating, “The conclusion one draws from the Brennan Center’s report is, ‘Not much changed,’ and that is simply not true. In the case of homicide, a lot did change, in a very short period of time.”40

Rosenfeld’s conclusion appears to be confirmed by the FBI’s recently released 2015 Uniform Crime Report (“UCR”).42 For cities with populations over 250,000, the UCR shows that homicides increased by 14.5% during 2015.43 Thus, the murder rate rose nationally more in a single year than it

35. Id.; see also Lois Beckett, Is the “Ferguson Effect” Real? Researcher Has Second Thoughts, GUARDIAN (May 13, 2016, 4:23 PM), https://www.theguardian.com/us-news/2016/may/13/ferguson-effect-real-researcher-richard-rosenfield-second-thoughts ("For nearly a year, Richard Rosenfeld’s research on crime trends has been used to debunk the existence of a ‘Ferguson effect’ . . . .").
36. Rosenfeld, supra note 5, at 4.
37. All but one of the cities—Salt Lake City—had populations over 250,000. Id. at 5. Thus, Professor Rosenfeld found the fifty-six-city sample to be a “reasonable proxy” for the seventy to eighty cities with populations over 250,000 that constitute “Group I” cities in the FBI’s Uniform Crime Report. Id. at 6.
38. Id. at 6, 10. See also Haeyoun Park & Josh Katz, Murder Rates Rose in a Quarter of the Nation’s 100 Largest Cities, N.Y. TIMES (Sept. 9, 2016), http://www.nytimes.com/interactive/2016/09/08/us/us-murder-rates.html.
40. FRIEDMAN, FORTIER & CULLEN, supra note 30.
41. Beckett, supra note 35 (internal quotations omitted). Another interesting finding of Rosenfeld was that of the fifty-six cities, ten accounted for two-thirds of the increase, experiencing a 33% rise in homicide. Rosenfeld, supra note 5, at 10. Taking a closer look at what differentiated these ten cities, Rosenfeld noted the key difference was that they had African-American populations that were twice as large as the other cities (40.8% compared to 19.9%). Id.
43. See id.
had in nearly half a century. Moreover, despite the Brennan Center’s initial skepticism that there was an increase in the murder rate at all, it now projects that the murder rate in 2016 will rise by 14% and the two-year increase in the murder rate from 2014 to 2016 will be 31.5%.

After finding a significant increase in homicides in 2015, Rosenfeld moved to his second question: why the rise? He began by noting the nature of this inquiry – that he was not looking to explain a long-term trend but instead for a short-term trend reversal. Put simply, he asked “why homicide rates would suddenly increase after falling for over two decades.” In conducting his analysis, he made what he opined was a reasonable assumption: “[W]hatever factors lay behind the 2015 homicide rise should themselves have exhibited comparably abrupt changes at the same time or shortly before.”

Looking at recent societal changes that could possibly explain a sudden and dramatic rise in murders, Rosenfeld saw only three possibilities: (1) an expansion in urban drug markets coinciding with the recent rise in heroin and opioid abuse, (2) recent reductions in prison population, or (3) some version of the “Ferguson effect.”

On its face, the drug market explanation seemed plausible. After all, there has been an undisputable increase in drug overdose deaths due to an increase in heroin and other opioid use. Moreover, there is historical precedent for a correlation between a rise in drug use and crime rate, as a rise in the use of crack cocaine in the 1980s and early 1990s did in fact lead to a rise in the urban homicide rate. Rosenfeld, however, expressed skepticism that the “urban drug market” theory explains the rise. The primary reason for his skepticism was that the sharp rise in heroin overdose deaths began in 2011,
and there was no reasonable explanation as to why a corresponding rise in the homicide rate should lag almost five years behind if drug markets were the cause.53

Likewise, the recent reduction in the prison population fails to explain the sudden and dramatic increase in homicides.54 Although there has clearly been a falling imprisonment rate in the United States, and it is undisputed that released prisoners are arrested at a rate much greater than the general population,55 timing also makes this explanation problematic. The number of state and federal inmates peaked in 2009 and has been falling ever since.56 Thus, Rosenfeld found this explanation, like the urban drug market theory, simply unable to account for the “sheer abruptness” of the 2015 increase.57

“The only explanation that gets the timing right,” according to Rosenfeld, “is a version of the Ferguson effect.”58 While the causes of violence and the reasons for crime trends remain complex and only partially understood,59 Rosenfeld asserts that the most probable explanation for this spike in homicide rates is some version of the “Ferguson effect.”60 Rosenfeld acknowledges that “[w]e don’t yet have the data to understand the mechanism for the Ferguson effect.”61 However, Rosenfeld leans toward the lost trust in policing mechanisms rather than the de-policing version of the effect advocated by Director Comey and Heather Mac Donald.62

While it cannot be stated with absolute certainty that the “Ferguson effect” is the direct cause of the large spike in homicide rates, especially considering the multifactorial nature of cause and effect, it does appear to be the most plausible explanation. Moreover, it is apparent that many aspects of what is called the “Ferguson effect” – such as citizen-recorded videos, posts of videos on the Internet, and aggressive confrontations with police officers – are now simply a reality of modern policing that police officers must come to terms with.

53. Id. at 15.
54. Id. at 16.
55. Id.
56. See BUREAU OF JUSTICE STATISTICS, OFFICE OF JUSTICE PROGRAMS, https://www.bjs.gov/index.cfm?ty=nps (navigate to the “Yearend custody population” table); see also Rosenfeld, supra note 5, at 16.
57. Rosenfeld, supra note 5, at 20.
58. Beckett, supra note 35 (internal quotations omitted).
59. For example, even the causes of the dramatic drop in crime since the early 1990s are still in dispute and not fully understood. Id.
60. Id.
61. Id. (internal quotations omitted).
III. CAN POLICE-WORN BODY CAMERAS COUNTERACT ANY EXISTING FERGUSON EFFECT?

If the “Ferguson effect” is a reality, it either takes the de-policing form advocated by Director Comey and Heather Mac Donald, the “lost legitimacy” of the police in African-American communities form as suspected by Professor Rosenfeld, or surfaces from some combination of these forces. A question then arises about whether anything can be done to counteract such an effect. Specifically, could the police use of body-worn cameras impact either or both versions of the effect? Part A of this section discusses the effect of police body cameras on police actions in light of the fact that de-policing is the driving force behind the “Ferguson effect.” Part B then discusses the potential effect police body cameras may have if the driving force is actually the lost legitimacy of the police in African-American communities rather than de-policing.

A. Police-Worn Body Cameras and De-Policing

Return to the scenario presented in the introduction – a classic example of what Director Comey calls “what are you guys doing on this corner at 1 o’clock in the morning?” policing. De-policing occurs whenever a police officer decides not to get out of a patrol car for fear that the encounter will be recorded for public release, and the recording may portray the officer in a negative light.

Most, if not all, police departments have standard procedures in place to cover many situations that officers encounter. There is, however, no question that standard procedures only cover a fraction of the myriad of possible situations that police officers may face. As a result, many situations arise in which the decision to take action is largely or entirely a matter of discretionary policy decisions by individual officers, possibly in conjunction with partners or other officers at the scene. In light of the decentralized nature of these decisions, it seems reasonable to assume that the risk of confrontation and highly visible exposure might cause at least a fair number of police officers to hesitate to take actions that they might have taken in the past.

64. Id.
65. The 2015 UCR statistics provide support for the argument that some measure of de-policing is occurring, as they show that arrests of juveniles for all offenses decreased by 8.4% in 2015, and adult arrests decreased by 3%. FEDERAL BUREAU OF INVESTIGATION, Persons Arrested, UNIFORM CRIME REPORT: 2015 CRIME IN THE UNITED STATES (Sept. 2016), https://ucr.fbi.gov/crime-in-the-u.s/2015/crime-in-the-u.s.-2015/persons-arrested/persons-arrested. See also Heather Mac Donald, Opinion, Ferguson Effect Detractors Are Wrong, MANHATTAN INST. (Mar. 21, 2016), https://www.manhattan-institute.org/html/ferguson-effect-detractors-are-wrong-8667.html (arrests in St. Louis City and County down by one-third after the Brown shoot-
Can police officers wearing body cameras have an impact on such conduct, effectively serving as something of an *antidote* to any “de-policing” that is occurring and, thus, to the “Ferguson effect”? Return again for a moment to the role of our hypothetical police officer, and consider the effect of adding a police-worn body camera to the equation. Would this tip the balance in favor of a decision to get out of the car and talk to the young men? A body-worn camera, unlike one held by a citizen, will show events from the perspective of the police officer, giving viewers a sense of what the officer sees and hears (or does not see or hear). This could be helpful to the officer and thus encourage the officer to take action for two reasons: (1) the officer’s perspective is the legally relevant perspective, and (2) it gives context to the final frames often recorded by citizens.

First, legally, the officer’s perspective is the one that matters if an allegation of excessive force is made. In determining whether an officer used excessive force, the courts will look to whether the action was reasonable, and “[t]he ‘reasonableness’ of a particular use of force must be judged from the perspective of a reasonable officer on the scene, rather than with the 20/20 vision of hindsight.” 66 Accordingly, a police body camera video will provide a court with the view that legally matters. Moreover, in the court of public opinion, the public’s ability to see what the officer saw is critical to understanding the officer’s actions. It is the view most capable of putting the public in the officer’s position and giving them the context needed to determine whether or not the actions taken were reasonable. Additionally, the presence of a body camera that the officer controls can ensure that the public does not see only the provocative piece of the encounter. 67 If operated properly, such cameras will guarantee that the entire interaction is recorded and preserved so that the focus is not solely on the final frame of the incident, and a reviewing court or the public will be able to see the events leading up to the final part of the encounter. 68


68. *Id.* Of course, critics counter that police may fail to record certain encounters or delete them once recorded. *Chapter Four Considering Police Body Cameras*, 128 HARV. L. REV. 1794, 1806 (2015) (“[O]nce the locus of control shifts to the officers, the very organization meant to be held accountable will be able to prevent these videos from being created in the first instance or shared after the fact.”). However, given the prevalence of recording devices in the general public today and likelihood that the number will only increase, an officer’s failure to record an encounter will likely not prevent the encounter from being recorded but merely ensure that it is only documented by someone else, resulting in a lost opportunity to have the public see the officer’s view of events. Kampfe, *supra* note 66, at 1166 (noting that it was
Body cameras also may encourage police action (and thus counteract de-policing) due to their potential to have a civilizing effect on citizens in such encounters. Such an effect is explained by the theory of self-awareness, which holds that people are less likely to engage in socially undesirable behavior if they know they are being watched. This civilizing effect also operates on the other party in the encounter – the police officer. In a one-year study in which officers were randomly assigned to wear body cameras, researchers found that those wearing cameras used force half as often as those who did not and had only one-tenth as many citizen complaints filed against them. Although it is not entirely clear whether this result is due to improved police behavior, improved citizen behavior, or some combination of the two, what is clear is that police-worn body cameras improved officer-citizen encounters. In addition, the cameras also appear to produce a measureable decrease in de-policing, as the department had 3000 more officer-citizen contacts during the year of the experiment.

In another study of 2000 police officers across seven different departments, researchers found a 93% reduction in complaints against officers when...
they were wearing body cameras.\textsuperscript{75} The cameras apparently reduced both unfounded complaints and police aggression and actually improved the behavior of officers more than citizens.\textsuperscript{76} Therefore, it appears that police-worn body cameras have the potential to counteract, and may already be counteracting, any de-policing occurring due to the “Ferguson effect.” However, it is possible that de-policing is not the driving force behind the “Ferguson effect.”

**B. Police-Worn Body Cameras and Lost Legitimacy**

What if the driving force behind the “Ferguson effect” and the rise in crime is not de-policing, but rather a lost trust in police in African-American communities that surfaces each time a controversial police use of force incident becomes public, particularly if it is documented in a citizen-recorded video? Can police-worn body cameras have an impact on this version of the effect, again serving as an antidote? A diverse collection of groups appears to believe that they can.

In a recent survey of more than sixty police departments, the DOJ concluded that cameras had the potential to promote “perceived legitimacy and sense of procedural justice” in officer-citizen encounters.\textsuperscript{77} Support for body cameras appears to be bipartisan\textsuperscript{78} and cross-racial.\textsuperscript{79} In 2014, President Obama announced that he would seek to provide $263 million to buy body cameras for police departments and provide training in their use.\textsuperscript{80} In addition, at least thirty-six state legislatures and Congress have taken legislative action to purchase police-worn body cameras.\textsuperscript{81} In her groundbreaking order in the NYPD “stop and frisk” case, Judge Scheindlin wrote that police-worn body cameras “should . . . alleviate some of the mistrust that has developed

\textsuperscript{75} Barak Ariel et al., “Contagious Accountability”: A Global Multisite Randomized Controlled Trial on the Effect of Police Body-Worn Cameras on Citizens’ Complaints Against the Police, 44 CRIM. JUST. & BEHAV. 293, 301 (2017).

\textsuperscript{76} Id. at 307.

\textsuperscript{77} Kirk Johnson, Today’s Police Put on a Gun and a Camera, N.Y. TIMES (Sept. 27, 2014), http://www.nytimes.com/2014/09/28/us/todays-police-put-on-a-gun-and-a-camera.html?r=0 (internal quotations omitted); see also Chapter Four Considering Police Body Cameras, supra note 68, at 1803 (“That so many Americans feel they would be safer if all police officers wore body cameras speaks to this technology’s potential to increase accountability and transparency.”).

\textsuperscript{78} Roseanna Sommers, Will Putting Cameras on Police Reduce Polarization?, 125 YALE L.J. 1304, 1309 (2016) (noting that a Pew Research Center poll in December 2014 showed 79% of Republicans, 90% of Democrats, and 88% of Independents thought body cameras were a good idea).

\textsuperscript{79} Id. (the same poll shows support for body cameras by African-Americans (90%), Hispanics (89%), and Caucasians (85%)).

\textsuperscript{80} Chapter Four Considering Police Body Cameras, supra note 68, at 1795–96.

\textsuperscript{81} Kampfe, supra note 66, at 1160.
between the police and the black and Hispanic communities. Moreover, even the American Civil Liberties Union (“ACLU”), which initially opposed police-worn body cameras and scarcely agrees with the DOJ and police departments on most issues, reversed itself and now supports their use.

This near unanimity of opinion appears to derive from what all these groups perceive as the most important benefits that body cameras can provide to a public distrustful of the police – transparency and accountability. Research shows that as public perception of the police becomes more positive, citizens are more compliant, and thus the crime rate decreases. Increased transparency is central to the public’s perception of police legitimacy because it demonstrates fairness and justice. Police-worn body cameras contribute to a sense of fairness and justice when they assist in resolving what would otherwise be suspect officer–citizen encounters by creating an “objective and reviewable record.”

This is not to say, however, that police body cameras will serve as a magic bullet that will solve all disputes. In fact, a number of commentators have stressed that video evidence is not a panacea. To illustrate this point, Professor Dan Kahan conducted an empirical study using the dash cam video in the case of Scott v. Harris that eight members of the U.S. Supreme Court

---


83. Chapter Four Considering Police Body Cameras, supra note 68, at 1796; Sommers, supra note 78, at 1310.

84. See Kampfe, supra note 66, at 1163.

85. See generally Roy, supra note 82.

86. WHITE, supra note 72, at 19.

87. Kampfe, supra note 66, at 1163.

88. One example of how police body cameras will not serve as a magic bullet because not everyone perceives a video recording the same way is the 1991 videotape showing the police beating of Rodney King. Geoffrey Taylor Gibbs, Opinion, L.A. Cops, Taped in the Act, N.Y. TIMES (Mar. 12, 1991), http://www.nytimes.com/1991/03/12/opinion/l-a-cops-taped-in-the-act.html. The stark differences in the way in which the King video was viewed were illustrated most clearly by the riots that occurred after a state criminal prosecution of the officers involved in the beating resulted in an acquittal by a largely white jury of three of the four officers and a mistrial as to the fourth. Id.

found to be unambiguous. Kahan’s researchers found that when they allowed the video to “speak for itself” – as the Court encouraged readers of its opinion to do – they found that “what it says depends on to whom it is speaking.” As Kahan observed:

Whites and African Americans, high-wage earners and low-wage earners, Northeasters and Southerners and Westerners, liberals and conservatives, Republicans and Democrats – all varied significantly in their perceptions of the risk that Harris posed, of the risk the police created by deciding to pursue him, and of the need to use deadly force against Harris in the interest of reducing public risk.

These significant differences suggested to Kahan the presence of value-motivated cognition or the tendency of people to resolve factual ambiguities in a way that is consistent with their existing values. Such differences are no doubt a reality of American society. If, as one commentator has noted, Officer Darren Wilson had been wearing a body camera when he shot Michael Brown, “opinions about what the video ‘showed’ almost certainly would split along political divisions about race, racial justice, police practices, and concepts of law and order.” Such differences of opinion surface after events like a Staten Island grand jury’s recent decision not to indict Officer Daniel Pantaleo after the death of Eric Garner, despite a video recording of the encounter. The failure to indict led Garner’s father to tell reporters that the President’s body camera initiative was “[t]hrowing money away. Video didn’t matter here.”

The correct question, however, is not whether police body camera video will resolve all ambiguity, but whether having video from a police body camera in a greater percentage of officer-citizen encounters is better than the status quo. Put simply, is having recorded video that is inherently less biased and more reliable than an eyewitness better in a system in which ambiguity is resolved largely by resorting to eyewitness testimony? In some cases, what the video shows may be clear enough to all viewers that it is dispositive. For instance, in a case where it directly exposes outright dishonesty, it will likely

90. Kahan et al., supra note 89, at 864; Scott v. Harris, 550 U.S. 372, 380–81 (2007) (civil suit against a deputy sheriff brought by a motorist who was left paralyzed when the car he was driving was rammed during a high-speed chase).
91. Kahan et al., supra note 89, at 838, 903 (Kahan’s researchers showed the dash cam video to a diverse sample of 1350 Americans).
92. Id. at 903.
93. Id. at 842–43.
94. Wasserman, supra note 89, at 841.
95. Sommers, supra note 78, at 1309.
carry the day. To the extent that such use of body camera video exposes bad cops and leads to their departure from the ranks of the police, it is unquestionably a good thing. In other cases, although all viewers may not always see it in the same way, it nonetheless provides the opportunity for people not physically present at the event to learn more about what happened than they would have without the video.

IV. ARGUMENTS AGAINST BODY CAMERAS

While there may be strong arguments in favor of police body cameras, critics remain fairly consistent in their reasons to question, if not directly oppose, this policy. Part A of this section discusses general concerns relating to potential violations of privacy rights associated with recording individuals without their consent. This Part will discuss the competing interests between privacy rights and the public’s right to information, while offering potential suggestions for administering body cameras to find a proper balance. Part B then delves into the specific federal and state laws that exist to protect our privacy, which include protection against video recordings. This Part will further discuss issues regarding images and sounds from innocent bystanders and family members who are more likely to be captured with a police body camera than with dashboard cameras or street surveillance cameras. Part C examines another common concern regarding prohibitive costs to police departments by examining the expense for the equipment, storage, and training – as they are substantial – and whether this cost is justified by the potential benefits. Part D discusses the potential over-deterrence that body cameras may cause. This Part analyzes the effect constant recording can have on a police officer’s decisions, due to the possibility of later criticism and scrutiny. Part E then discusses the concern of over-reliance on technology in judging how an officer exercises discretion in the performance of his or her duties, exploring the idea that a picture is worth a thousand words, yet sometimes the narrative captured by an image is incomplete or false. Part F explores the possibility that recorded images will be used for reasons unrelated to law enforcement. This Part dives into whether releasing images to the public allows the police to lose control of the narrative, opening the door to an entirely new set of concerns. Finally, Part G considers the potential for police opposition to the use of body cameras by comparing the pushback for record-

97. Id. at 1350 (even a commentator who is generally skeptical of video’s ability to outperform non-video evidence acknowledges that “video evidence may turn out to be decisive in cases where one party has blatantly lied about what happened”).

98. See, e.g., id. at 1313 (noting the video showed the police officer picking up the taser and placing it near the shooting victim’s body, and “once the video surfaced, ‘there was hardly the typical closing of ranks around [the officer]’ by other police and he was quickly charged with murder” (quoting Adam Chandler, The Total Rejection of Michael Slager, ATLANTIC (Apr. 9, 2015), http://www.theatlantic.com-national/archive/2015/04/the-otherworldly-rejection-of-michael-slager/390165)).
ed interrogations to the introduction of body cameras to the law enforcement arsenal.

A. Protection of Privacy Rights Generally

A major point of contention involving police body cameras relates to the privacy rights of innocent bystanders captured on the video, such as family members. If a police video becomes public domain, incidents caught on tape could be accessible to anyone, without the consent of those videotaped. While bystanders on the street or in a public square may not have a reasonable expectation of privacy, someone in a private home likely does not expect to be filmed. Family members caught on film would be connected to the filmed incident by association to the video. This connection could affect reputations, relationships, and present or future employment. What are the rights of the innocent with this new technology under these privacy laws? Should the video that includes innocent bystanders and family members eventually be made available to the public? Releasing a police video into the public domain also raises the question of whether or not a person gives up his or her reasonable expectation of privacy simply because he or she is suspected of committing a crime.

The line between the public’s right to know and an individual’s reasonable expectation of privacy has been difficult to define. Some courts have ruled on the side of greater transparency, while others have been more deferential to law enforcement’s posture toward privacy. The divide over privacy has been most pronounced between groups such as the ACLU and state lawmakers. However, several ideas have been proposed to accommodate the interests of both sides. One straightforward approach is to simply require officers who wear body cameras to notify, whenever practicable, the public that they are being recorded, or require officers to wear easily visible signage that the officer is wearing a body camera and recording conversations and activities.

The alternative is to require officers to operate their body cameras only when interacting with the public in an official capacity. Not surprisingly, critics of the police are uncomfortable giving officers the power to turn a camera on and off and essentially decide what should or should not be cap-

102. See Stanley, supra note 101.
tured by a body camera. Even officers are wary of this approach, as they worry that the discretion to turn a body camera on and off will be used against them when there is a questionable incident that is not properly recorded because of a technical malfunction, an honest mistake on the part of the officer, or the circumstances did not give the officer the time to do so.

Obviously, a policy that allows selective recording will have to include clear rules about when and how such recordings are to occur, as well as impose serious punishment, in order to deter violations of the policy. At this time, it is hard to imagine a selective recording policy that will fully satisfy law enforcement, proponents of privacy, and critics suspicious of law enforcement.

One challenge of having the body camera turned on during an entire shift and recording everything is that this would, of course, capture far more information than is relevant to police work – including private conversations and activities during breaks. Police departments would need the resources and capacity to store, maintain, and protect this information, which could place a strain on already-tight budgets, as discussed later.

Additionally, departments in possession of such information would undoubtedly be burdened by numerous requests from the media and public for such information. While much of the private or unofficial conversations and activities could be quickly deleted, this may run afoul of open records laws and be unpopular among those who rely on open records laws to obtain tantalizing and embarrassing images. Further, as there are websites dedicated to nothing but posting videos from police body cameras, quick deletion of such information may not even be sufficient to protect privacy rights against those wishing to publish tantalizing and embarrassing images on the Internet.

Under this proposal, departments would need the resources, technical capacity, and trained personnel to redact sensitive law enforcement and private information when responding to an open records request. By some estimates, the costs of editing videos to protect privacy interests would overwhelm some police departments. Because of the privacy interests implicated by this type of policy, legislators and regulators may want to consider limiting the amount of time the non-public or non-law enforcement related information must be preserved and turned over in an open records request. Some state lawmakers believe this approach is unworkable and are considering an outright ban to public release, except to those individuals whose images are captured on video.

104. Stanley, supra note 101.
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Any responsible policy regarding the release of a police video should reflect an appropriate balance between respecting the public’s right to know the actions of its public servants, preserving legitimate privacy rights, and protecting the integrity of law enforcement investigations and prosecutions. Once justice under the law has been served and appropriate steps taken to protect legitimate privacy concerns, then an underlying police video should be released. The only exception to this policy might be those extraordinary circumstances where releasing the video incites mass violence, where images of graphic nudity cannot be blurred, or where the images of a body are so disturbing that a family has asked that it be withheld out of respect for a deceased.

However, these should be extraordinary exceptions. We live in an open society where access to information – no matter how graphic, distasteful, or unsavory – is valued, and in most cases, citizens have a right to know how their tax dollars are spent and how public servants perform their jobs. Furthermore, subject to legitimate law enforcement needs, the media enjoys the greatest protection under the First Amendment of our Constitution to report on the actions of our government. If the media chooses to air those violent, distasteful, or unsavory videos, citizens who do not wish to be subjected to those images have the ability to avert their eyes, while those wishing to watch may also do so. Airing these videos may be the most effective way to educate the public and to hold accountable those responsible for wrongdoing and errors in judgment.

We must accept that releasing the video of a police shooting may result in condemnation, calls for resignations, and protests. That is the legitimate right – some would argue the responsibility – of every citizen, provided such protests are peaceful. No video gives a person a license to riot, destroy property, loot stores, burn police cars, or to otherwise break the law.

### B. Statutory Protection of Privacy Rights

Our concern over the possible invasion of privacy is reflected in existing laws at the federal and state levels governing police recordings. The first Part of this section will discuss the protections created by federal statutes – the majority of which stem from Title III of the Electronic Communications Privacy Act. The second Part will turn to the state statutory protections, while discussing the difference in protections depending on the particular state.

#### 1. Privacy Protection at the Federal Level

As the technology of recording devices has progressed, Congress has continuously enacted and modified statutory privacy protections. The statutory provisions that encompass the vast majority of federal privacy protec-

tions in regards to electronic recordings can be found in Title III of the Electronic Communications Privacy Act. Title III prohibits wiretapping and other forms of electronic eavesdropping, possession of wiretapping or electronic eavesdropping equipment, use or disclosure of information obtained through illegal wiretapping or electronic eavesdropping, and disclosure of information secured through court-ordered wiretapping or electronic eavesdropping. Title III’s prohibition against illegal wiretapping applies to any employee or agent of the United States and prohibits any person from intentionally intercepting or endeavoring to intercept wire, oral, or electronic communications by using an electronic, mechanical, or other device. However, the federal privacy protections created by Title III are far from absolute.

Under Title III, there are numerous exemptions from the general prohibition on illegal wiretapping and electronic eavesdropping. Some of these exemptions include consent interceptions, publicly accessible radio communications, government officials, communication service providers, and certain domestic situations. One carve-out of the federal privacy protection – perhaps the largest – is found in the consent interceptions exemption. Under this exemption, wiretapping and electronic eavesdropping are lawful if at least one party to the conversation has given explicit or implicit consent to the recording. This exemption extends to the use of police body cameras, provided that one party to the conversation consents to the recording. A police officer wearing a body camera has obviously consented to the recording of the encounter. Thus, any recordings made involving that officer will be covered under the consent exemption. It is important to note, however, that satisfying the one-party consent exemption of federal law will not be sufficient to make a recording lawful in states that require all parties involved to consent. Federal statutory privacy protections are often considered the bare minimum required by the Constitution, causing many to look to individual state privacy protections for greater protections.

2. Privacy Protection at the State Level

Virtually all states have laws making it unlawful to record the private conversations of others without consent. In most states, recording is al-
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followed if a party to the communication gives prior consent.\(^{118}\) However, California, Florida, Georgia, Illinois, Maryland, Massachusetts, Michigan, Montana, New Hampshire, Oregon, Pennsylvania, and Washington make it unlawful to record without first obtaining the consent of all persons engaged in the recorded conversation.\(^{119}\) Some states, such as Florida and Montana, carve out an exception for law enforcement recordings in the line of duty.\(^{120}\)

The right of privacy is important, but it must be balanced against legitimate law enforcement needs. This can be accomplished by creating an exception in the law for recordings by law enforcement in the line of duty. For example, under Florida law, all parties to a communication must give prior consent for the interception of any oral communications to be lawful.\(^{121}\) However, an exception exists specifically for law enforcement.\(^{122}\) This exception still requires the prior consent of at least one party to the communication but only applies when the purpose of the interception is to obtain evidence of a criminal act.\(^{123}\) Thus, the exception protects general privacy rights while allowing for law enforcement to better do their job.

**C. Costs**

Technology such as body cameras costs money, and many smaller or rural jurisdictions simply do not have the resources to equip their police departments with body cameras.\(^{124}\) The costs of deploying police body cameras will likely include not only the costs of the cameras, but also ancillary equipment, training in the use of the equipment, protection and storage of the video, administrative and legal costs – including responding to open records requests – and other costs related to data storage, management, and disclosure to the public, as discussed below. There are several million dollars in grants for body cameras available from the Office of Community Oriented Policing Services within the DOJ.\(^{125}\) Additionally, the DOJ recently announced that it has allocated $20 million to police departments wishing to introduce body cameras to their officers as part of its Body-Worn Camera Program.\(^{126}\) Advances in technology are likely to result in greater acceptance of body camer-
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as, make them simpler to use, and cause training and protocol to become streamlined. However, even if advances in this technology result in lower costs, substantially more resources are needed if body cameras are to be required for entire law enforcement departments.

While the overall costs of body cameras are not insubstantial, particularly to small, rural police departments, advocates of body cameras insist that over time much of the additional expense will be offset by fewer civil suits against police for misconduct, less administrative time for a department investigating a police shooting, and fewer man-hours taken off the streets and dedicated to desk duty or participating in a trial following accusations of a bad shooting. In theory, this sounds reasonable, but critics argue that any lost savings from body cameras are likely to be casualties in the annual difficult decision-making over choices for a shrinking law enforcement budget. Although such savings may be difficult to quantify, supporters counter they are nevertheless real and should not be ignored.

D. Over-Deterrence

Studies show that people act differently when they know they are being recorded. This is even true for public officials, such as judges and prosecutors, and it explains why some oppose allowing cameras in the courtroom. While body cameras do not record every activity of an officer, they do record statements and commands made by the officer, the reactions of others to the officer, and the view from the officer’s line of sight.

A police officer on patrol has great discretion in enforcing the law. Depending on the circumstances, an officer may issue a ticket, make an arrest, or give a warning and decline to issue a citation when an infraction or crime has occurred. Good police work is often a function of information provided by people in the community. Relationships will develop based on how the law is enforced and discretion is exercised. Because police body cameras record the movements and decisions of police officers, law enforcement will be understandably concerned with how they will be judged by their superiors. An officer under constant scrutiny is more likely to insist on strict adherence to the law for fear of being second-guessed by superiors. This may adversely affect relationships with locals, which, in turn, makes fighting crime more challenging.
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Thus, some critics argue body cameras may actually hinder good police work by making it more difficult to promote trust and good will in the community and to establish community partners. 131 A confidential informant may be unwilling to cooperate and speak with law enforcement officials on camera, no matter what assurances the department gives that the video of the interview and the identity of the informant will be protected. Similarly, a victim of domestic violence may be too frightened to talk on camera about the victim’s abuser for fear that the abuser may gain access to, or learn about, the interview and harm the victim again. Thus, while body cameras may help police officers, overreliance on this technology, as discussed below, may actually harm police performance.

E. Overreliance on Technology

When being evaluated for improper conduct, few police officers are willing to rely solely on a video recording. First, while a body camera may indeed capture people, events, and surroundings, there is no guarantee the officer actually absorbed everything captured on film. 132 The officer may have been focused on one particular movement or been distracted and turned his eyes from the scene captured by the body camera. Second, a recording can never truly be comprehensive – it may fail to show relevant events or conditions outside the coverage of the lens that may have influenced an officer’s decision. For example, a video cannot accurately capture the tension or energy of a situation and is incapable of showing tiny changes of facial expressions or body shifts that a trained officer recognizes as a precursor to violence. 133 Third, enhancing the images of an incident and reviewing them in slow motion – all after the fact – may not reflect the officer’s experience or apprehensions in real time. 134

Context is critical. As previously discussed, court determinations made involving allegations of excessive force are judged from the perspective of a reasonable officer on the scene, causing the intent and mindset of the officer and his or her subjective understanding of the threat to remain very important in assessing responsibility. 135 Nevertheless, even critics of body cameras must concede that the circumstances of a situation are less likely to be the subject of debate and second-guessing if there is video of the incident captured by a police body camera.
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F. Loss of Control

Another challenge to the growing popularity of body cameras is the loss of control over the video of a police shooting. A video released by a bystander may actually hurt the future prosecution of a police officer for unlawful conduct, or it may present a picture at odds with the total facts. One source of the bitter controversy in Chicago over the shooting of Laquan McDonald was whether a video from a police-worn body camera should be released to the public and if so, when.136 Those in favor of doing so argued that body cameras are purchased with taxpayer dollars, and therefore, as taxpayers, the public is entitled to know how this technology is being used.137

Unless the police are aware in advance of the existence of a private video, they have no control over whether and when such a video is released to the public. For this reason, if a video of an incident is to be made available to the public, the police would prefer that it be a video recorded by law enforcement, released at a time that does not frustrate law enforcement objectives, and that gives the police an opportunity to be prepared to answer questions from the media and the public about the events captured on the video.

On one hand, releasing a police video to the public immediately shifts the judgment of wrongdoing – at least initially – out of the hands of officials, such as prosecutors and judges, sworn to discharge a public duty, and into the hands of a potentially angry public.138 The power to judge incriminating images is transferred from established judicial systems with constitutional protections to an emotional public whose judgment may be affected by inflammatory images and preexisting bias. Additionally, public outrage and mob mentality in response to a publicly available video can potentially influence the decisions of senior officials in subsequent disciplinary actions against officers and sway jury opinion in subsequent litigation. In summary, there is serious concern over releasing a video of a controversial police shooting be-

before there has been an official government determination that the shooting is or is not justified.

On the other hand, not making a body camera video publicly available—at least within a reasonable period of time following an incident—could lead to accusations of a cover-up of police brutality and misconduct by law enforcement and other public officials. Critics alleged this occurred in Chicago after a year-long delay by officials in releasing the police videos showing the killing of Laquan McDonald and the actions just prior to the killing of Ronald Johnson.139 Claims of cover-up may also be raised if the public believes the video has been tampered with or altered. This complication can be seen in the situation that infuriated the Chicago community, where some of the public believed that the videos had been edited to shed a more favorable light on the officers involved.140

In line with the concerns of police cover-ups, there are also concerns regarding whether an officer should be permitted to review the video prior to making a statement. Memories can often be clouded from the stress and pressure that accompany any shooting. Being able to see a video may jog the officer’s memory about the officer’s assessment of the situation and the reasons for the officer’s actions. By viewing the video first, it is more likely that the officer’s formal statement of the incident will be accurate and complete. However, there appears to be no consensus at this time among legal scholars, prosecutors, law enforcement, or civil libertarians on whether officers should view an existing video before giving a formal statement.141

In addition to public concerns of police cover-ups, choosing not to release the video immediately after the incident can create a one-sided story of the events that took place. Especially in situations where there is one or more citizen-recorded videos, the public will make snap judgments about the officer’s guilt or innocence based solely on videos that are likely only the final frame of the incident—rather than the entire incident—that fail to show the officer’s perspective. While a court of law ultimately decides the officer’s fate, the court of public opinion can be extremely persuasive and lead to dire outcomes.
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consequences for the officer and the police department. For example, in the 2016 shooting of Alton Sterling in Baton Rouge, Louisiana, citizen bystanders used their cell phones to record video footage of the final frames of the incident.\textsuperscript{142} This video footage spread like wildfire on social media and reached extensive amounts of viewers, allowing each of them to make a decision on whether the officers on the scene were justified in shooting Sterling.\textsuperscript{143} While Sterling was only one of a number of people shot by police in 2016, his death and the court of public opinion’s guilty verdict of the officers have led to numerous protests in cities nationwide.\textsuperscript{144} Regardless of whether the court of public opinion has the final word on an officer’s guilt, perception is an extremely important aspect of policing. Releasing body camera video soon after an incident – especially incidents with citizen-recorded videos – could potentially help even the scales and present the public with a more neutral view of the events leading to the incident, preventing public outcry and protests.

There may, of course, be legitimate federal and state law enforcement reasons to deny or delay public access to a video. Because the video may serve as the central piece of evidence in prosecuting a crime, allowing investigators and prosecutors sufficient time to study a video for investigative purposes and to methodically develop a case without the intense public pressure to indict and pursue a conviction can help facilitate justice.

However, there are measures that can be taken to reassure the public that the decision not to release a video shortly after an incident is based on legitimate law enforcement reasons. For example, the participation and support of a neutral party or group from outside the law enforcement community could reassure the public there is no attempted cover-up when there is a decision not to release a video to the public.

\textbf{G. Police Opposition?}

As a general rule, the police – both individual officers and police organizations – tend to resist any new technology.\textsuperscript{145} As video technology advanced in the 1980s and 1990s, such that the recording of suspect interviews became feasible, some departments began recording interviews, but many resisted. The most notable resistance to recording interrogations came from the FBI, which did not allow its agents to video or audio record such inter-
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views absent the permission of a high-ranking supervisor. Among the reasons that the FBI cited to justify its policy were concerns that recording might inhibit cooperation, that the video might show methods that could appear unfair to some observers, and that logistical costs were significant.

Over time, however, the prevailing opinion among police officers and departments on this particular use of technology changed. A telephone survey of more than 600 police departments conducted between 2003 and 2008 found that “[n]one of the officers who had experience with electronic recordings would voluntarily return to reliance on handwritten notes . . . and efforts at reconstructing through later testimony what occurred during the interviews. Many expressed surprise that there are departments not making use of modern recording technology.” The benefits cited by departments that recorded included protection against baseless charges of improper conduct, fewer motions to suppress statements, more guilty pleas and guilty verdicts, deterrence of police misconduct, and increased public trust due to police transparency.

As final evidence of the seismic shift on this particular use of technology, the FBI announced in May of 2014 that it would reverse its policy and not only allow, but require, the videotaping of interviews in most instances. According to Attorney General Eric Holder, the change was made because creating an electronic record of the interrogation ensures that there is an objective account of the interview and a “clear and indisputable record” of what was said.

Similarly, in the current debate over police-worn body cameras, there is considerable resistance among some police organizations and officers. In a study of camera use in the Mesa Arizona Police Department, a survey of individual officers found that only 23% thought that the department should adopt the system, and fewer than half believed that other officers would wel-
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come the presence of a camera at a scene. In a study of the Phoenix Police Department, most officers’ attitudes were either ambivalent or negative regarding cameras. In an initial survey of more than 200 LAPD officers conducted in August of 2015, approximately two-thirds thought the cameras would be a distraction, half thought they would be an invasion of their privacy, and fewer than 10% thought they would reduce the amount of time spent on paperwork. Finally, in the NYPD “stop and frisk” case, both the NYPD leadership and the police union voiced opposition to a judge’s order requiring officers to wear body cameras.

However, there is reason to believe that police attitudes – both individual and departmental – toward body cameras will evolve over time and become more positive. Many of the arguments made in opposition to the use of body cameras – that they might inhibit cooperation, show police actions that could appear unfair to some observers, and increase logistical costs – are the same ones that were made against recording interrogations. Only after officers began videotaping interrogations were they able to see and appreciate that the benefits of a video record – such as protection against baseless improper conduct charges, more guilty pleas and verdicts, less police misconduct, and increased public trust due to more transparency – outweighed any costs to such a degree that most officers cannot imagine going back to the old method.

In fact, we are already starting to see that officers appreciate body cameras more as they use them. For instance, in the Phoenix study mentioned above, officers’ attitudes toward the cameras improved significantly after wearing them for three months. Both individual officers and departments have begun to embrace cameras because they offer “an exceptional layer of protection to the majority of officers who perform their duties in an appropriate manner.” Police officers come to think of their camera as “another level of protection, a kind of flak jacket of evidence about what happened.” As one officer explained: “I get nervous when I think it’s not on . . . . I know it’s going to document what the truth is, and I want the truth out there.”
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A fair-minded look at the data relating to the incidence of violent crime since the events of August 2014 in Ferguson, Missouri, and other similar incidents – perhaps most significantly the Brennan Center’s recent projection that there is likely to be a post-Ferguson increase of greater than 30% in the national murder rate by the end of 2016 – leads to the conclusion that something is going on here. An increase in the murder rate of this magnitude happens for a reason, and it appears that the most likely reason for this increase is some type of “Ferguson effect.” Whether as a result of de-policing or the lost legitimacy of police in African-American communities, an increase of this magnitude threatens to undo much of the hard work done in the past twenty years by law enforcement and the American people to reduce crime.

The increased use of police-worn body cameras undoubtedly creates issues that need to be resolved. There are legitimate privacy concerns, both in terms of the initial recording, as well as questions relating to the storage and release of the recordings, concerns about the cost of widespread use of body cameras, and questions relating to how such recordings will affect police/citizen interactions. None of these concerns, however, appear to be insurmountable. Moreover, none appear to eclipse the benefits that the increased use of body cameras by police on the street could have. Whatever the reasons for the current rise in crime, increased use of body cameras worn by police officers appears to have the potential to reverse this disturbing trend by providing police officers with an incentive to get out of their patrol cars and restoring legitimacy to police in their interactions with citizens.
### APPENDIX A: STATE LAWS REGARDING RECORDING PRIVATE CONVERSATIONS OF OTHERS

<table>
<thead>
<tr>
<th>Consent</th>
<th>Brief Summary</th>
</tr>
</thead>
<tbody>
<tr>
<td>Federal(^{161}) One Party</td>
<td>Unlawful to intentionally intercept wire, oral, or electronic communications by using an electronic, mechanical, or other device without the consent of at least one person engaged in the conversation.</td>
</tr>
<tr>
<td>Alabama(^{162}) One Party</td>
<td>Unlawful to record any part of the private communication of others without the consent of at least one person engaged in the conversation.</td>
</tr>
<tr>
<td>Alaska(^{163}) One Party</td>
<td>A person may not use an eavesdropping device to hear or record any part of an oral conversation without the consent of one party to the conversation. “Eavesdropping device” means any device capable of being used to hear or record oral conversation, whether the conversation is conducted in person or by other means.</td>
</tr>
<tr>
<td>Arizona(^{164}) One Party</td>
<td>Unlawful to intentionally intercept a conversation at which a person is not present without the consent of a party to such conversation or discussion.</td>
</tr>
<tr>
<td>Arkansas(^{165}) One Party</td>
<td>It is unlawful for a person to intercept an oral communication and to record or possess a recording of the communication unless the person is a party to the communication or one of the parties to the communication has given prior consent to the interception and recording.</td>
</tr>
</tbody>
</table>

\(^{163}\) ALASKA STAT. ANN. § 42.20.310(a)(1) (West 2017).  
\(^{165}\) ARK. CODE ANN. § 5-60-120(a) (West 2017).
<table>
<thead>
<tr>
<th>State</th>
<th>Type</th>
<th>Law</th>
</tr>
</thead>
<tbody>
<tr>
<td>California</td>
<td>All Parties</td>
<td>Unlawful for any person to intentionally and without the consent of all parties to a confidential communication, by means of any electronic amplifying or recording device, eavesdrop upon or record the confidential communication.</td>
</tr>
<tr>
<td>Colorado</td>
<td>One Party</td>
<td>Any person not visibly present during a conversation or discussion commits eavesdropping if he knowingly overhears or records such conversation or discussion without the consent of at least one of the principal parties thereto, or attempts to do so.</td>
</tr>
<tr>
<td>Connecticut</td>
<td>One Party</td>
<td>Unlawful to eavesdrop. “Eavesdropping” is intentionally overhearing or recording a conversation or discussion, without the consent of at least one party thereto, by a person not present thereat, by means of any instrument, device, or equipment.</td>
</tr>
<tr>
<td>Delaware</td>
<td>One Party</td>
<td>Lawful for a person to intercept an oral communication where the person is a party to the communication or where one of the parties to the communication has given prior consent to the interception, unless the interception is for criminal or tortious acts.</td>
</tr>
<tr>
<td>District of Columbia</td>
<td>One Party</td>
<td>Unlawful for a person not acting under color of law, not a party to the conversation, or without prior consent from a party to the conversation to willfully intercept or endeavor to intercept any oral communication.</td>
</tr>
</tbody>
</table>

166. CAL. PENAL CODE § 632(a) (West 2017).
<table>
<thead>
<tr>
<th>State</th>
<th>Scope of Law</th>
<th>Restrictions</th>
</tr>
</thead>
<tbody>
<tr>
<td>Florida</td>
<td>All Parties</td>
<td>Unlawful to intentionally intercept or endeavor to intercept any oral</td>
</tr>
<tr>
<td></td>
<td>(different</td>
<td>communications, except when all parties to the communication have given prior</td>
</tr>
<tr>
<td></td>
<td>rules for</td>
<td>consent to the interception.</td>
</tr>
<tr>
<td></td>
<td>police in</td>
<td></td>
</tr>
<tr>
<td></td>
<td>certain</td>
<td></td>
</tr>
<tr>
<td></td>
<td>situations,</td>
<td></td>
</tr>
<tr>
<td></td>
<td>see § 934.03(3)(c))</td>
<td></td>
</tr>
<tr>
<td>Georgia</td>
<td>All Persons</td>
<td>Unlawful for any person, through the</td>
</tr>
<tr>
<td></td>
<td>Observed</td>
<td>use of any device, without the consent of all persons observed, to observe</td>
</tr>
<tr>
<td></td>
<td></td>
<td>or record the activities of another that</td>
</tr>
<tr>
<td></td>
<td></td>
<td>occur in any private place and out of</td>
</tr>
<tr>
<td></td>
<td></td>
<td>public view.</td>
</tr>
<tr>
<td>Hawaii</td>
<td>One Person</td>
<td>Unlawful to intentionally intercept or attempt to intercept any oral</td>
</tr>
<tr>
<td></td>
<td></td>
<td>communication. Not unlawful for person not acting under color of law to</td>
</tr>
<tr>
<td></td>
<td></td>
<td>intercept an oral communication when the person is a party to the</td>
</tr>
<tr>
<td></td>
<td></td>
<td>communication or when one of the parties to the communication has given prior</td>
</tr>
<tr>
<td></td>
<td></td>
<td>consent.</td>
</tr>
<tr>
<td>Idaho</td>
<td>One Person</td>
<td>Unlawful to intercept any oral communication unless prior consent has</td>
</tr>
<tr>
<td></td>
<td></td>
<td>been given by one of the parties to the communication.</td>
</tr>
<tr>
<td>Illinois</td>
<td>All Parties</td>
<td>Unlawful to knowingly or intentionally use an eavesdropping device in a</td>
</tr>
<tr>
<td></td>
<td></td>
<td>surreptitious manner for the purpose of recording all or any part of any</td>
</tr>
<tr>
<td></td>
<td></td>
<td>private conversation without consent of all parties.</td>
</tr>
<tr>
<td>Indiana</td>
<td>One Party</td>
<td>Only deals with electronic communications; oral communications are not</td>
</tr>
<tr>
<td></td>
<td></td>
<td>covered.</td>
</tr>
<tr>
<td>Iowa</td>
<td>One Party</td>
<td>Unlawful to willfully intercept or endeavor to intercept an oral</td>
</tr>
<tr>
<td></td>
<td></td>
<td>communication without consent from one of the parties to the</td>
</tr>
<tr>
<td></td>
<td></td>
<td>communication.</td>
</tr>
</tbody>
</table>

171. FLA. STAT. ANN. § 934.03(3)(d) (West 2017).
175. 720 ILL. COMP. STAT. ANN. 5/14-2(a) (West 2017).
177. IOWA CODE ANN. § 808B.2(2)(c) (West 2017).
<table>
<thead>
<tr>
<th>State</th>
<th>Type</th>
<th>Law Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Kansas</td>
<td>One Party</td>
<td>Breach of privacy in Kansas deals with private communications (phone, telegraph, etc.) or installing recording devices in private locations. Both require consent of one of the parties involved.</td>
</tr>
<tr>
<td>Kentucky</td>
<td>One Party</td>
<td>A person is guilty of eavesdropping when he intentionally uses any device to eavesdrop, whether or not he is present at the time. “Eavesdrop” means to overhear or record any part of an oral communication of others without the consent of at least one of the parties.</td>
</tr>
<tr>
<td>Louisiana</td>
<td>One Party</td>
<td>Unlawful to willfully intercept or endeavor to intercept any oral communication. It is not unlawful if a person intercepting a communication is a party to the communication or if one of the parties to the communication gives prior consent, unless interception is for a criminal or tortious act.</td>
</tr>
<tr>
<td>Maine</td>
<td>One Party</td>
<td>Unlawful for any person to intentionally or knowingly intercept or attempt to intercept any oral communication (but see law officer exception). “Intercept” is defined as hearing or recording the contents of any oral communication by any person other than the sender or receiver or a person who has given prior consent.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>State</th>
<th>Parties</th>
<th>Law Summary</th>
</tr>
</thead>
<tbody>
<tr>
<td>Maryland</td>
<td>All Parties</td>
<td>Unlawful for any person to willfully intercept or endeavor to intercept any oral communication. Lawful for a person to intercept an oral communication where the person is a party to the communication and where all of the parties to the communication have given prior consent to the interception, except in the case of tortious or criminal activities.</td>
</tr>
<tr>
<td>Massachusetts</td>
<td>All Parties</td>
<td>Unlawful to willfully commit or attempt to commit an interception of any oral communication. “Interception” refers to secretly hearing or recording the contents of any oral communication through the use of an intercepting device by a person who does not have prior authorization from all parties.</td>
</tr>
<tr>
<td>Michigan</td>
<td>All Parties</td>
<td>Unlawful for any person who is present or who is not present during a private conversation to willfully use any device to eavesdrop upon the private conversation without the consent of all parties thereto.</td>
</tr>
<tr>
<td>Minnesota</td>
<td>One Party</td>
<td>Unlawful for any person to intentionally intercept or attempt to intercept any oral communication. Not unlawful for a person not acting under color of law to intercept an oral communication where such person is a party to the communication or where one of the parties to the communication has given prior consent.</td>
</tr>
</tbody>
</table>

182. MD. CODE ANN. CTS. & JUD. PROC. § 10-402 (West 2017).
184. MICH. COMP. LAWS ANN. § 750.539c (West 2017).
185. MINN. STAT. ANN. § 626.02a(d) (West 2017).
<table>
<thead>
<tr>
<th>State</th>
<th>Category</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Mississippi</td>
<td>One Party</td>
<td>Not unlawful for a person not acting under color of law to intercept a wire, oral, or other communication if the person is a party to the communication or if one of the parties to the communication has given prior consent to the interception, unless the communication is intercepted for the purpose of committing any criminal or tortious acts.</td>
</tr>
<tr>
<td>Missouri</td>
<td>One Party</td>
<td>Not unlawful for a person acting under law to intercept an oral communication, where such person is a party to the communication or where one of the parties to the communication has given prior consent to such interception.</td>
</tr>
<tr>
<td>Montana</td>
<td>All Parties</td>
<td>Only deals with electronic communications; oral communications are not covered. Guilty if purposely intercepts an electronic communication, unless done by a public official or employee in performance of official duties.</td>
</tr>
<tr>
<td>Nebraska</td>
<td>One Party</td>
<td>Not unlawful for a person not acting under color of law to intercept an oral communication when such person is a party to the communication or has prior permission from one of the parties. Excludes interception for tortious or criminal acts.</td>
</tr>
<tr>
<td>Nevada</td>
<td>One Party</td>
<td>Cannot surreptitiously record or attempt to record any private conversation engaged in by another person or disclose contents of communication unless authorized to do so by one of the persons engaging in the conversation.</td>
</tr>
</tbody>
</table>

186. MISS. CODE ANN. § 41-29-531 (West 2017).
188. MONT. CODE ANN. § 45-8-213(2) (West 2017).
<table>
<thead>
<tr>
<th>State</th>
<th>Party</th>
<th>Law Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>New Hampshire</td>
<td>All Parties</td>
<td>Unlawful to willfully intercept any oral communication without consent of all parties.</td>
</tr>
<tr>
<td>New Jersey</td>
<td>One Party</td>
<td>Unlawful to purposefully intercept or attempt to intercept any oral communication unless they are a party to the conversation or have prior consent from one of the parties to the conversation.</td>
</tr>
<tr>
<td>New Mexico</td>
<td>One Party</td>
<td>The reading, interrupting, taking, or copying of any message, communication, or report by telegraph or telephone is unlawful without the consent of one of the parties.</td>
</tr>
<tr>
<td>New York</td>
<td>One Party</td>
<td>Eavesdropping consists of unlawfully engaging in mechanical overhearing of a conversation. “Mechanical overhearing” means the intentional overhearing or recording of a conversation without the consent of at least one party by means of any instrument, device, or equipment.</td>
</tr>
<tr>
<td>North Carolina</td>
<td>One Party</td>
<td>Unlawful to willfully intercept or attempt to intercept any oral communication without consent of at least one party to the communication.</td>
</tr>
<tr>
<td>North Dakota</td>
<td>One Party</td>
<td>Unlawful to intentionally intercept any wire or oral communication by use of any electronic, mechanical, or other device, unless the individual was a party to the communication or one of the parties to the communication gave prior consent to such interception.</td>
</tr>
</tbody>
</table>

193. N.M. STAT. ANN. § 30-12-1(C) (West 2017).
194. N.Y. PENAL LAW §§ 250.00(2), 250.05 (McKinney 2017).
<table>
<thead>
<tr>
<th>State</th>
<th>Requirement</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Ohio¹⁹⁷</td>
<td>One Party</td>
<td>Unlawful to intercept or attempt to intercept an oral communication. Does not apply to a person who is a party to the communication or if one of the parties to the communication has given prior consent to the interception, although this exception is invalid if for tortious or criminal conduct.</td>
</tr>
<tr>
<td>Oklahoma¹⁹⁸</td>
<td>One Party</td>
<td>Not unlawful for a person not acting under color of law to intercept an oral communication when such person is a party to the communication or when one of the parties to the communication has given prior consent to interception, unless for the purpose of committing any criminal act.</td>
</tr>
<tr>
<td>Oregon¹⁹⁹</td>
<td>All parties must be informed; consent not necessarily required</td>
<td>A person may not obtain or attempt to obtain the whole or any part of a conversation by means of any device, contrivance, machine, or apparatus, whether electrical, mechanical, manual, or otherwise, if not all participants in the conversation are specifically informed that their conversation is being obtained.</td>
</tr>
<tr>
<td>Pennsylvania²⁰⁰</td>
<td>All Parties</td>
<td>Unlawful to intentionally intercept or attempt to intercept any oral communication. Exception applies when a person receives prior consent to intercept oral communications.</td>
</tr>
<tr>
<td>Rhode Island²⁰¹</td>
<td>One Party</td>
<td>Unlawful for any person to willfully intercept or attempt to intercept any oral communication, except in situations where the person, not acting under color of law, is a party to the communication, or where one of the parties to the communication has given prior consent.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>State</th>
<th>Party Type</th>
<th>Law Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>South Carolina</td>
<td>One Party</td>
<td>It is lawful under this chapter for a person not acting under color of law to intercept an oral communication where the person is a party to the communication or where one of the parties to the communication has given prior consent to the interception.</td>
</tr>
<tr>
<td>South Dakota</td>
<td>One Party</td>
<td>Unlawful for a person to intentionally and by means of an eavesdropping device to overhear or record a conversation or discussion if he or she is not present during the conversation or has not received consent from a party to that conversation.</td>
</tr>
<tr>
<td>Tennessee</td>
<td>One Party</td>
<td>Lawful for a person not acting under color of law to intercept an oral communication where the person is a party to the communication or where one of the parties to the communication has given prior consent to the interception, except for tortious or criminal offenses.</td>
</tr>
<tr>
<td>Texas</td>
<td>One Party</td>
<td>Person commits an offense if the person intentionally endeavors to intercept an oral communication. It is an affirmative defense if a person not acting under color of law intercepts an oral communication if the person is a party to the communication, or one of the parties to the communication has given prior consent to the interception, unless intercepted for the purpose of committing an unlawful act.</td>
</tr>
</tbody>
</table>

205. TEX. PENAL CODE ANN. § 16.02 (West 2017).
Utah\textsuperscript{206}  
One Party  
A person commits a violation if he or she intentionally or knowingly intercepts or endeavors to intercept any oral communication. A person not acting under color of law does not commit an offense if he or she is a party to the communication or a party gives prior consent, unless the intercepting is for tortious or criminal acts.

Vermont\textsuperscript{207}  
Consent from person being surveilled  
No person shall be recorded in any format without that person’s consent while in a place where he or she would have a reasonable expectation of privacy in a home or residence. Security guards and private investigators within scope of their employment are exempted.

Virginia\textsuperscript{208}  
One Party  
Unlawful to intentionally intercept or attempt to intercept any oral communication, except where the person is a party to the communication or a party to the communication has given prior consent.

Washington\textsuperscript{209}  
All Parties  
Unlawful for any individual or the State of Washington to intercept or record any private conversation, by any device electronic or otherwise, designed to record or transmit such conversation, regardless of how the device is powered or actuated, without first obtaining the consent of all the persons engaged in the conversation.

\textsuperscript{206} UTAH CODE ANN. § 77-23a-4 (West 2017).
\textsuperscript{207} VT. STAT. ANN. tit. 13, § 2605(d) (2017).
\textsuperscript{208} VA. CODE ANN. § 19.2-62 (West 2017).
\textsuperscript{209} WASH. REV. CODE ANN. § 9.73.030 (2017).
<table>
<thead>
<tr>
<th>State</th>
<th>Party</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>West Virginia</td>
<td>One Party</td>
<td>Unlawful for any person to intentionally intercept or attempt to intercept any oral communication. It is lawful under this article for a person to intercept an oral communication where the person is a party to the communication or where one of the parties to the communication has given prior consent, except for criminal or tortious purposes.</td>
</tr>
<tr>
<td>Wisconsin</td>
<td>One Party</td>
<td>Unlawful to intentionally intercept or attempt to intercept any oral communication. Lawful if the person is a party to the communication or where one of the parties has given prior consent, unless for tortious or criminal activities.</td>
</tr>
<tr>
<td>Wyoming</td>
<td>One Party</td>
<td>No person shall intentionally intercept or attempt to intercept any oral communication, except where the person is a party to the communication or where one of the parties to the communication has given prior consent, unless for criminal or tortious acts.</td>
</tr>
</tbody>
</table>

211. WIS. STAT. § 968.31 (2017).
212. WYO. STAT. ANN. § 7-3-702 (West 2017).